Cybersecurity
Progress. Protected.
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Nous ne nous contentons pas de stopper les menaces,

nous les anticipons

ESET, entreprise européenne de cybersécurité reconnue a travers
le monde, est un acteur majeur de la protection numérique grace
a une approche technologique innovante et compléte. Fondés en
Europe et présents a l'international, nous combinons la puissance de
I'intelligence artificielle et I'expertise humaine pour développer des
solutions de sécurité avancées, capables de prévenir et de contrer
efficacement les cybermenaces émergentes, connues et inconnues.

Nos technologies, concues intégralement dans I'Union européenne,
couvrent la protection des appareils, du cloud et des systémes
mobiles. Elles se distinguent par leur robustesse, leur efficacité et leur
simplicité d'utilisation, offrant ainsi une défense en temps réel sans
discontinuité aux entreprises, infrastructures critiques et utilisateurs
individuels. Grace a nos centres de recherche et développement et a
notre réseau mondial de partenaires, nous proposons des solutions
de cybersécurité en constante évolution pour répondre aux défis du
paysage numeérique.
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Un ADN Européen,
pour une confiance renforcée

ESET est un éditeur de cybersécurité, fondé et basé dans I'Union européenne. Nos technologies sont développées en interne, pour une
interopérabilité optimisée, dans le respect des standards de souveraineté numérique et de conformité aux exigences européennes.

NIS2 & RGPD : ESET VOUS PERMET LA CONFORMITE

Les organisations publiques et privées doivent désormais répondre a
des obligations réglementaires strictes :

o NIS2: sécurisation des systémes d'information critiques,
gestion des risques, obligation de notification.

o RGPD : protection des données personnelles, contrdle des acces,
tracabilité, chiffrement.

Les solutions ESET permettent de répondre concrétement a ces
exigences avec une offre globale, en intégrant des fonctionnalités
avancées de protection, de détection, d’'audit et de supervision des
incidents.

* X % Made In EU
MADEIN X  Une garantie du respect des valeurs européennes,

EU % avec un support local 100 % en francais, écrit et
*
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* * * métropole.

IMPLICATION LOCALE

ISO : RESPECT DES NORMES INTERNATIONALES

ESET intégre des solutions et des processus développés selon les
standards internationaux les plus exigeants, afin de garantir une
performance optimale dans tous les environnements, tout en
répondant aux besoins spécifiques de chaque client :

o ISO/IEC 27001 : management de la sécurité de lI'information.
o [SO 9001 : systéeme de gestion de la qualité.

Ces certifications attestent d'un haut niveau de rigueur, de fiabilité
et de conformité.
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ESET LiveSense utilise une multitude de technologies propriétaires structurées en

Une protection multicouche mondialement reconnue, e utilise : chnologies propriétaires struct
OptimiSée par I,IA depuis 25 ans s couches qui vont bien au-dela des fonctionnalités d'un antivirus traditionnel.
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Chez ESET, la protection ne repose pas uniquement sur des régles statiques
ou des signatures. Notre force réside dans une télémétrie mondiale
en temps réel, qui alimente en continu et nos algorithmes d'intelligence
artificielle et nos moteurs d'analyse comportementale.

Filtrage web

“Une seule couche de
protection n'est plus
suffisante face a I'évolution
des menaces.”

Benoit GRUNEMWALD,
Expert Cybersécurité - ESET France
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Un écosystéme de cybersécurité unifié, pensé pour vous

De la protection des postes de travail aux environnements cloud, en passant par lI'analyse comportementale et la détection avancée des

menaces, la plateforme ESET PROTECT réunit au sein d'une console unique I'ensemble des technologies et services de sécurité ESET.

Une solution intégrée, modulaire et évolutive, concue pour répondre aux enjeux actuels des entreprises de toutes tailles.
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“Avec une plateforme
centralisée, chaq.L'Je

e — 4 menace est visible, echaque

réponse optimisée.™

Benoit GRUNEMWALD,
Expert Cybersécurité - ESET France




Choisissez la protection adaptée a vos besoins

Renforcez votre sécurité avec la fiabilité de I'expertise ESET

ESET propose une gamme modulaire et évolutive de solutions de sécurité, couvrant les postes de travail, le cloud et la détection avancée des
menaces. Cette approche flexible permet aux entreprises d'adapter et de renforcer leur protection en fonction de leurs besoins et de leur
croissance.

La gamme compléte de services de cybersécurité d’ESET est concue pour vous aider a exploiter le plein potentiel de vos produits ESET, a
garantir une protection contre les nouvelles menaces et a empécher la propagation de tout incident au sein de votre systeme d'information.
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Gérez vos solutions de sécurité depuis une seule console

ESET PROTECT est une console de gestion centralisée qui permet aux entreprises de superviser et d'automatiser la protection de leurs

endpoints depuis une interface unique.
Automatisation des taches
Déploiement rapide

Intégrations SIEM et SOC

Console Cloud ou On-Premise Mobile Device Management cloud

Entierement multitenant Rapports dynamiques et personnalises

Visibilité compléte des appareils Contrdle granulaire des politiques
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DASHEOND Dashboard

Status Overview Security Overviey ESET LiveGuard ESET Inspect ESET Cloud Office Security Cloud-based protection

Unresolved detections by severity Detections by severity in last 7 days
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Informational

Last 7 days:
& 0 (0 unresolved)

A
Critical

Last 7 days:
6 (7 unresolved)

Unresolved detections
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Tableau de bord
- . ESET PROTECT

Top 10 computers with detections in last 7 days

Computer name Severity

education-coordinator . ° i CLIENT3-PC\Administrator
NEL-laptop . ° HP-NB\Marcel
HP-NB-MRC ° B NT AUTHORITV\SYSTEM
desktop-kongpps

EDU Server

Connectez ESET a votre écosystéeme IT

SIEM

Profitez d'une interopérabilité étendue pour connecter ESET a vos systémes de supervision et a vos outils métiers, de gestion des incidents
ou de services manageés, et centralisez votre cybersécurité en toute simplicité.
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Grace a I'API REST ESET CONNECT, vous pouvez automatiser, intégrer et orchestrer les fonctionnalités de sécurité ESET au sein de votre
écosysteme IT, avec une flexibilité maximale.
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Anticipez les risques et les comportements anormaux...

Les systémes XDR permettent de détecter de maniére proactive les comportements anormaux et les signaux faibles grace a une analyse
comportementale avancée. En s'appuyant sur I'lA et |a télémétrie mondiale d'ESET, les outils XDR offrent une visibilité en temps réel sur les
menaces et permettent aux équipes IT d'enquéter, de réagir rapidement et de renforcer leur posture de sécurité.

1 = Détections

Consoles client
avec services MDR

Un signal potentiellement

suspect est détecté.

4. Incidents

Détections virales et EDR

...Et laissez nos experts les neutraliser a tout instant

ESET MDR est un service de détection et de réponse managé qui place la gestion des menaces a votre portée, quelle que soit la taille de
votre entreprise ou votre posture de cybersécurité actuelle. Bénéficiez de la protection la plus avancée sans avoir recours a des spécialistes
en interne, et éliminez les grands volumes de données ou les freins organisationnels qui entravent I'efficacité de la détection et de la réponse

dux menaces.

Incidents

Un incident est généré
dans la console,
l'utilisateur accéde au
rapport détaillé des
analyses menées par les
experts ESET ainsi qu'aux
remédiations appliquées.
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Confinement et remédiation
de la cause de l'incident

Génération Incident

A 4

SIEM / SOAR ESET

Traitement IA Automatisation SOAR

Experts ESET @

22

2. SIEM / SOAR ESET

Les détections sont
automatiquement
corrélées et classifiées
par I'lA ESET.

Le SOAR géneére ensuite
des actions automatisées
en réponse aux
événements identifiés.

3 = Experts ESET

Nos analystes assurent
une validation humaine,
formulent des analyses
précises et déclenchent
rapidement les actions de
remédiation appropriées.
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lls nous font confiance depuis des années

Et si leur expérience devenait la votre ?

Nous accompagnons tous les secteurs d’'activité, des petites structures aux organisations les plus complexes. Grace a nos solutions et

services, plus d'un milliard d’utilisateurs dans le monde bénéficient chaque jour d’'une protection fiable et continue. ‘
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1000 avis | 25/09/2025

« ESET protege les 100 000 ordinateurs de la Gendarmerie Natio-
nale, dont 90% sous Linux [...] ESET a gagné notre confiance. »

Chef d’escadron Olivier MARI,
chef de la section de la sécurité en profondeur du ST(SI)2

« Le déploiement s'est fait sur la totalité du parc en une demi-journée.
Nous n‘avons eu aucun probleme. L'ajout de 'EDR a permis de voir le
comportement des machines et des utilisateurs, ce qu'on n'identifiait
pas avant. »

Equipe SOC
Brigade des Sapeurs Pompiers de Paris

Constamment validé par les clients du monde entier
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TRUSTRADIUS CAPTERRA G2
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TRUSTPILOT
8 898 avis | 25/09/2025

protégé par ESET depuis 2017
plus de 9 000 endpoints

protégé par ESET depuis 2016
plus de 4 000 boites mail

protégé par ESET depuis 2016
plus de 32 000 endpoints

partenaire de sécurité FAI
depuis 2008
2 millions d'utilisateurs

DES AVIS CERTIFIES

X-KOM
Retail & E-Commerce

« ESET PROTECT Elite nous offre un excellent
compromis entre performance et maitrise des
colits. Je suis pleinement convaincu que cette
solution saura répondre d I'ensemble de nos
attentes. »

’ ProStratus
/ ProStratus .
Services IT

« Les équipes techniques d’ESET ainsi que les
responsables de compte dédiés font preuve d'un
engagement qui dépasse largement le simple
support technique. Grdce a leur accompagne-
ment personnalisé et proactif, nous avons le
sentiment d'étre de véritables partenaires, et
non de simples clients. »

Dexios Corporation
Services Business

« L'acquisition, la configuration ainsi que le
déploiement d'ESET sur nos serveurs et postes
de travail se sont faits simplement. Graced la
console de gestion centralisée, nous accédons
rapidement aux rapports des experts, aux
menaces détectées et aux mesures correc-
tives d appliquer sur I'ensemble de notre parc
informatique. ESET nous aide ainsi a rester
en conformité avec la réglementation et d
protéger nos collaborateurs face aux menaces
numériques en constante évolution. »
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